
National Cybersecurity Awareness Month 2022 

Think Before You Click 

Do not click on links 

from sources that 

you do not recognize 

or trust. 

Use Strong Passwords 

Use long and complex 

passwords that  

do not contain  

personal information 

Stay Safe on Social Media 

Beware of what you 

share online. Posts can 

last forever. 

Keep Devices Updated 

Keep devices and 

apps up-to-date. 

Software updates 

may include critical 

security fixes. 

Nothing on public Wi-Fi is private. 

Avoid online banking or  

transactions when connected. 

Be Cautious of Public Wi-Fi 

This flyer has been designed using images from PNGWing.com 

10 Ways to See Yourself in 

Cyber 

See yourself sharing these 

cyber tips with your family 

and friends! 

Nothing is “Free” Online 

Smart Home Devices 

While convenient, smart 

home devices are usually 

not secure.  Be sure your 

home router has a strong 

password to avoid  

Use Two-Factor Authentication 

Using an authenticator app, like Google 

Authenticator, you can protect yourself 

even in the event someone finds out your 

password to prevent unwanted logins. 

Typically they will ask for a gift 

card as a form of payment or a 

need for a wire transfer of 

money in the hopes that you 

would receive more in return. 

Be Aware of Social Engineering 
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Avoid Phishing Attacks 

Don’t engage with unsolicited 

emails asking for personal  

information. Call your bank to 

verify anything suspicious. 

Just because it says it’s 

free, doesn’t mean it won’t 

cost you your personal  

data such as: name, age 

location, purchasing habits, 

and browsing history. 

Unsolicited messages on social 

media are typically looking to 

build a relationship with the 

goal of stealing money and  

personal information. 


